Document to build a node on lonos

Step 1: Purchasing a plan

Website URL : https://www.ionos.com/servers/vps

I 0 N 0 S @ English AboutUs Support Signin

Domains & SSL  Websites eCommerce Hosting WordPress Email & Office Servers Cloud

VPS Hosting

VPS hosting at unbeatable
prices on Dell Enterprise
Servers

v 1 Gbit/s bandwidth & unlimited traffic

v Minimum 99.99% uptime & ISO-certified data centers

v 24/7 premium support with a personal consultant

Click on see servers to see the plans.

Bestselling Plan Best value

VPS XS VPS S VPS M VPS L VPS XL VPS XXL
Save 5% Save 13% Save 20% [ save 21% |
$5/month S$8/month $15/month 5$36/month $58/month
°""2 4 $ $ $ $
$ /month 6/month 1 OImnnth 1 8/mnnth 29/manth
/month for 3 months for 6 months for 6 months for 6 months for 6 months
Risk-free for 30 days with a 1-year term with a 1-year term with a 1-year term with a 1-year term with a 1-year term
1 vCore CPU 2 vCores CPU 2 vCores CPU 4 vCores CPU 8 vCores CPU 12 vCores CPU
1GB RAM 2 GB RAM 4GB RAM 8 GB RAM 16 GB RAM 24 GB RAM
10 GB NVMe 80 GB NVMe 120 GB NVMe 240 GB NVMe 480 GB NVMe 720 GB NVMe

These are the plans available. The specifications for running a SDAG node is 8 vCores CPU,
16 GB RAM and Disk space varies depending on the snapshots. We have to choose VPS XL

here. Once you select this plan, you will be asked to fill in all your personal details and do the
payment.

You can also place an order by calling to the customer support. Phone no - +1-484-254-5555
Once the payment is done, you will get the customer id details to your email id.


https://www.ionos.com/servers/vps

Step 2: Getting the details of root password

Go to my.ionos.com and give your customer id or email id and password to login to your

account. Once you login you will see as below

wWwWwW
L

Domains & SSL

Manage internet
address

°

Security Solutions

Protect against Internet
threats

Click on Servers & Cloud

We would like to get to know you better! Take a look at your

profile details.

Your profile details help us to show you better offers and recommendations. Thanks to your
information we can support you in the best possible way and constantly improve our

product range.

Edit profile details

Email
Manage email addresses

4

My account

Manage invoices,
contracts and account

=7

Cloud & Dedicated Server & Backup

IONOS Cloud Server &

Domains

Contract

106018720 - IONOS Cloud Server

C Select D

Select IONOS VPS Linux XL

-

Websites & stores

=

Servers & Cloud

Website and online store
design

Setting up and
administering servers

Add another product

Cloud vPS
IONOS VPS Linux XL &
Domains

Contract
1059591706 - IONOS VPS Linux XL

C Select D




SS

l u NUS MENU v Q Search for features, domains, and help

@ o Last login: 04/02/2025 19:17:28 from 49.207.223.111 (India)

Recommended help
topics

Object Storage
f 150 27001-certified and GDPR-compliant

Network 'J y’ Access via REST API, 3rd-party SDKs, Clients
Try for free now

©

Backup

®

@

Management

Servers

Help® -

G Myws () vps816480 [ Ubuntu24.04 £

You can see your vps here

- - - - - -

0 @& My VPS [ ] vps 8 16 480 Ubuntu 24.04 o >0

My VPS m ;

Enter a description #

Features

& Login Data:

Host: 65.38.96.90
User: root

Initial Password: View password ©
Image:

Source: IONOS Images

Operating System: Ubuntu 24.04

Click on the Radio button beside My VPS so that you can view User which is root and click on
view password for password



Step3: Create a Firewall

I 0 N 0 S MENU v Q search for features, domains, and help

@ Infrastructure

gin: 04/03/2025 12:03:16 from 49.207.206.73 (India)
Recommended help

topics

“ 0

Servers

© revon = Adions + ©

»

& Myvs ® vps816480 [ Ubuntu 24.04

On the left side click on Firewall policies

“w 0
Firewall Policies

Click on firewall to create a firewall

@ For security reasons, all incoming ports are closed by default.

Network

Firewall Policies Firewall Policies

Backup Create firewall policy

Summary

Management Name:

| DAG-Mainnet-Firewal| Name

DAG-Mainnet-Firewall

Help 2 Configuration Configuration:
Protocols / Ports
Allow a TP v © o Create

© Add Predefined Values ~

Give the name of your choice and add the rules



Configuration

Incoming

Action  Allowed [P Protocol Port(s) Description

Alow Al TCP 9000 - 9001 (/-]
Allow Al TCP 9010- 9011 (/] =1
Allow 49.207.206.73 TCP 22 0 Q

These are the rules to be added. To get your local ip address, go to whatismyip.com and
paste your ip address

Properties Assigned IP
Created on: 04/02/2025 13:16:32
% My VPS

Click on Assign to add firewall to the vps



Step 4: Create an SSH Key pair using PuTTYgen

Open PuTTYgen

E PuTTY Key Generator

File Key Conversions Help
Key
MNo key.

Actions

Generate a public/private key pair Generate
Load an existing private key file Load
Save the generated key Save public key Save private key

Parameters

Type of key to generate:
ORsA ()DSA ()ECDSA

(OEdDSA (0 SSH-1(RSA)
MNumber of bits in a generated key:

4096|

By default it will be 2048. Change the Number of bits in a generated key to 4096.

BE® PuTTY Key Generator

File Key Conwversions Help

Key

Please generate some randomness by moving the mouse over the blank area.

Actions

Generate a public/private key pair

Generate
Load an existing private key file Load
Save the generated key Save public key Save private key
FParameters

Type of key to generate:

RSA DSA ECDSA EdDSA S3SH-1 (RSA)

4096

MNumber of bits in a generated key:

Click on Generate and move the mouse around to complete the process



B® PuTTY Key Generator ? X
File Key Conversions Help

Key
Public key for pasting into OpenSSH authorized_keys file:

ssh-rsa

AAAAB3INzaClyc2EAAAADAQABAAACAQCIPISLLM7RIVKke SEZFaXloL DIdEpHy86uhJAEN3xkFFUELUxRzBzZnrl3m I
nvWriNr4 JEDVyu4uCSbcBelCNSsVRnoApLbDHYn2irbS4aDkib029de G Twg7hal/ZJkStN3DeDYE0AVsW 3SIFRhzkBnK 77X
4zd 080Ky LY Pbv4rsvilffUViKnpjnnt4l3CGOgJzShDkWF 7P6scEx5gY 0 afaIeROjWhMIiw/DauelLk93gUZg1VAnrdhmVO 18
LbD5MOwdfODbp/GAbZtCgIWE+v4+z0a TFBvF Jyd T2f7wittPM 7Y d2130GYKuGNbW AQMNak 0dOdz4b/JMP

Key fingerprint ssh-rsa 4096 SHA256:5V0thHVun/anl7+cZ3hP+0twE1PBEwmI4EGLGbCANTE
Key comment rsa-key-20250403
Key pgssphrase: SRR RRRNRRRRRONRNRRRON

Confirm passphrase: esssssssssssssssnsssees

Actions
Generate a public/private key pair Generate
Load an existing private key file Load
Save the generated key Save public key Save private key
Parameters
Type of key to generate:
ORsA ()DSA (JECDSA () EdDSA () 58H-1(RSA)
MNumber of bits in a generated key: 4096

Give the Key Passphrase of your own choice and Confirm Passphrase. After that save public
key with name id_rsa.pub and private key with name id_rsa to your local computer.

BE® PuTTY Key Generator ? X
File [Key Conversions Help

Key
Public key for pasting into OpenSSH authorized_keys file:

AAAABINzaClyc2ZEAAAADAQABAAACAQCIPAISLLMYRIVke LSEZF aXloLDIdEpHy86uhJAEN3xkFFUEUxRzBzZnrl3m
nvW N4 JEDVyu4uCSbeBelCNSsWVRnoApLbDHWVN2irbS4aDkie029de GTwqg7hal/Z JkStN3De DYYEQAV sW ISIFRhzk5nk 7>
4zd 080Ky Lfk/Y Pbvdrsvilff UViKnpjnntt3C GO gJzShDKkWF 7P6scEx5gY 0 afSIsROWhMiw/Daue Lk93gUZg1WVAnrdhmVO 18
LbD5MIwdfODbp/GObZIC gWE+vd+z0aTEBvE Jyd T2/ AvittPM 7Y d2130GY KuGMNbW AQfNakO dO dz4 b/ JMP.

Key fingerprint: ssh-rsa 4096 SHA256 5V IthHVun/an!| 7+cZ3hP+OtwETPBEEwmMEGL GECIWE
Key comment rsa-key-20250403
Key passphrase: SENNNNINNNNNNNNNRONNES

Confirm passphrase: eessssssssssssssscsscnse

Actions
Generate a public/private key pair Generate
Load an existing private key file Load
Save the generated key Save public key Save private key
Parameters
Type of key to generate:
QO RsA () DsA (_JECDSA () EdDSA () SSH-1 (RSA)
Mumber of bits in a generated key: 4096

Copy the Public key to paste it in the authorized_keys file in your vps server



Step 5: Log-in to vps from root user and root password and paste the public key in

authorized keys file

E® PuUTTY Configuration ? X
Category:
E-Session Basic options for your PuTTY session
. i.Loggin . o
: 9919 Specify the destination youwant to connect to
= Terminal
- Keyboard HostName (or IP address) Port
- Bell - 22
- Features :
. Connection type:
=-Window typ
- Appearance 0 ssH (_JSerial () Other.  Telnet w
- Behaviour
- Translation Load, save or delete a stored session
[#-Selection Saved Sessions
- Colours .
) lonos-Mainne
= Connection
- Data Default Settings Load
- Proxy
+-55H Save
- Serial
- Telnet Delete
- Rlogin
- SUPDUP
Close window on exit
() Always () Mever © Only on clean exit
Give the ip address and name, save it
ﬁ PuTTY Configuration ? >
Zategory:
E‘--Session Data to send to the server
: - Logging B B
El Terminal Login details
- Keyboard Auto-login username root
H Ee”t WWhen username is not specified:
él--‘u’\.‘l;.i.ndeoawures © Prompt () Use system username (saket)
i r-Appearance Terminal details
- Behawviour
Translation Terminal-type string xterm
=-Selection Terminal speeds 38400.33400
Colours
EI"CEIOH Environment variables
- Proxy “Variable Audd
- SSH
Serial Walue Remowve
- Telnet
Rlogin
- SUPDUP

Go to Connection->Data and give Auto-login username as root. After that click on session



% PuTTY Configuration

Category:

Basic options for your PuT TY session

[=-Session |
? ‘- Logging
= Terminal

- Keyboard
- Bell

Specify the destination youwantto connectto
Host Mame (or IP address)

Paort
22

- Features
=-Window

- Appearance
- Behaviour

- Translation
[H-Selection

- Colours

Connection type:

0 ssH

Saved Sessions

lonos-Mainnet

() Serial

Load, save or delete a stored session

() Other

Telnet

= Connection

- Data
- Proxy
+-35H
- Serial
- Telnet
- Rlogin

Default Settings
lonos-Mainnet

- SUPDUP

Always
O Alway

About Helo

Now click on save

ﬁ PuTTY Configuration

Category:

Close window on exit:

() MNever

Load

Save |

Delete

© Only on clean exit

Open

Cancel

El——S_ession |

Basic options for your PuTTY session

. Logging
El——Terminal

i - Keyboard
- Bell

Specify the destination you wantto connectto
Host Mame (or IP address)

Port
22

- Features
El--Window

! - Appearance
- Behawviour

- Translation
H-Selection

- Colours

© ssH

lonos-Mainnet

Connection type:

) Serial

Load. save or delete a stored session

Saved Sessions

() Other:

Telnet

El--Connection

- Drata
- Proxy
[H-SSH
- Serial
- Telnet
- Rlogin

Default Seiiinis

. SUPDUP

) Always

About Help

Now Select lonos-Mainnet and open it

Close window on exit:

) Newver

Load
Save

Delete

) Only on clean exit

Cancel



PuTTY Security Alert

The hostkey is not cached for this server:

AN,

You have no quarantee that the server is the computer you think it is.

The server's ssh-ed25519 key fingerprint is:

ssh-ed26519 255 SHA256:53EdHzF Y 1XbfiiRP7Fad2e dNAVPbLY9emndfZf2DdEw

[fyou trustthis host, press "Accept” to add the key to PuTTY's cache and carry on connecting.

If you wantto carry on connecting just once, without adding the key to the cache, press "Connect
Once".

Ifyou do nottrust this host, press "Cancel" to abandon the connection.

Help Mare info... Accept Connect Once . Cancel .

Click on Accept

65.38.99.16 - PuTTY — ] X

Give the root password which is in the lonos My VPS section. Please refer Step 2 to get the

password



BE® PuTTY Key Generator ? X
File [Key Conversions Help

Key
Public key for pasting into OpenSSH authorized_keys file:

AAAABINzaClyc2ZEAAAADAQABAAACAQCIP] SLxLM?RNkeLSEZFaXIoLDIdEpHySSthAEankFFUEUszBzZnIISm
W rNrd JEDVyu4uCSbeBelCMNSsWVRnoApLbDHWVnZ2irb S4aDkis029de G Twg 7hal/Z JkStN3De DY EOAV sWISIFRhzk5nk
4zd O80KyLfk/Y Pbv4rsvilff UViIKnpjnntt3C GO g JzShDKkWF 7P6scEx5gY 0 afBIs ROWhMIiw/Daue Lk93gUZg1WVAnrdhmV O 1 8

LbD5M9wdfODbp/GAbZICgIWE+v4+z0aTFBvF Jyd T2/ 7vittPM 7Y d2130GYKuGNbW AQfNakOdOdz4b/ JMP

Key fingerprint: ssh-rsa 4096 SHA256:5VthHVun/anl7+cZ3hP+OtwETPBEwmI4EGL GbCANE
Key comment rsa-key-20250403
Key passphrase: SRR BBNENINNNNNNRNRRES

Confirm passphrase: eessssssssssssssscsscnse

Actions
Generate a public/private key pair Generate
Load an existing private key file Load
Save the generated key Save public key Save private key
Parameters

Type of key to generate: - -
ORsA () DsA () EdDSA () SSH-1(RSA)
Mumber of bits in a generated key: 4096

Copy the public key from PuttyGen and paste it in the authorized_keys file on the VPS

How to access authorized keys file and paste the ssh public key

On putty, go to the directory .ssh

E# root@ubuntu: ~ — a x

| Document s last saved: Just now

Bubuntu:

Command: c¢d ~/.ssh

After that open the authorized_keys file



Ef* root@ubuntu: ~/.ssh — a X

Command: nano authorized_keys and press <ENTER>

rooct@ubuntu: ~/.ssh — (] X
GNU nano 7.2 authorized keys *

Now right click on the mouse to paste the public key which is already copied previously, so

that it will be pasted in the authorized_keys file



Command to save and Exit from the Nano Editor:

root@ubuntu: ~/.ssh — O X
GNU

nano 7.2 authorized keys *
a-k :

File Name to Write: authorized keys

Command to Save: Ctrl+O

2 root@ubuntu: ~/.ssh = a x

GNU nano 7.2 authorized keys

1 line 1]
By Cut

Press <ENTER>



Ef® root@ubuntu: ~/.ssh

tlubuntu:~

Ctrl+X will bring back the screen to the terminal. Please close this session.

Step 6: Access the node from putty with ssh keys

ER PuTTY Configuration ? >

Category:
i Basic options for your PuTTY session

Specify the destination you wantto connectto

Terminal

- Keyboard HostMName (or IP address) Port
- Bell 22
- Features . ]
£ Window Connection type:
- Appearance © ssH i ) Other: Telnet -
- Behaviour
- Translation Load. save or delete a stored session
—I—--Selection Saved Sessions
“ Colours

—-Connection

- Data Default Settings Load
- Proxy

+-SSH Save
- Serial
- Telnet Delete
Rlogin
- SUPDUP
C_Iose window on exit
) Always ) Never © Only on clean exit
About Help | Open . Cancel

Click on lonos-Mainnet



&% PuTTY Configuration ? X

Category:

[=-Session | Credentials to authenticate with |
“Logging

= Terminal

- Keyboard Private key file for authentication:

- Bell C:\Users\sakef\OneDrive\Desktoplonas-Ini [m]

- Features

- Window Certificate to use with the private key (optional):

- Appearance

- Behaviour

- Translation

+-Selection

- Colours

= Connection

- Data

- Proxy

=-3SH

- Kex

- Hostkeys

- Cipher

[=1- Auth

E----Credemjals

. GSSAPI

~TTY

%11

Public-key authentication

Browse...

Plugin to provide authentication responses

Plugin command to run

About Help Open Cancel

Go to Connection->SSH->Auth->Credentials and Browse the ssh private key file(id_rsa) which
is stored in your local computer

#ER PUTTY Configuration ? >

Category:

| Basic options for your PuTTY session |

Lagging

; Specify the destination you wantto connectto
[=- Terminal
- Keyboard HostName (or IP address) Port
- Bell 22
B--Wianeoa\.:rures Connection type:
- Appearance © ssH () Serial () Other: Telnet -
- Behaviour
- Translation Load. save or delete a stored session
- Selection Saved Sessions
- Colours
[=-Connection
. Data Default Settings Load
- Proxy lonos-Mainnet =
- SSH Save
- Kex
- Hostkeys Delete
- Cipher
g..gum

- Credentials
H Close window on exit
() Always ) Never © Only on clean exit

Click on Session and Save.




#® PuTTY Configuration ? X

sategory:

Session Basic options for your PuTTY session

i__.r';rﬁiﬁg:ng Specify the destination youwant to connect to
- Keyboard Host Name (or IP address) Port
- Bell 22
- Features Connection type:
—|-Window ’
.. Appearance ©OssH  (Seral () Other  Telnet v
- Behaviour
- Translation Load, save or delete a stored session
+-Selection Saved Sessions
i Colours
—|-Connection
- Data Default Settings Load
- Proxy lonos-Mainnet W il
+-SSH Save
- Serial
- Telnet Delete
- Rlogin
- SUPDUP
Close window on exit:
O aways () Never © Only on clean exit
About Help | Open ' Cancel

Click on lonos-Mainnet and click on Open

EF 65.38.99.16 - PuTTY - a X

Give the passphrase and login



NOTE: No need of Step 7, if you are building a node first time as you don’t have p12 file

Step 7: Configuring WinSCP and copying the p12 file to VPS

Eﬁj Login — X
E_.] New Site Session
File protocol:
SFTP R
Host name: Port number:
22 =
User name: Password:
Save - Advanced... -
Tools hd Manage hd Login Close Help
Show | onin dialoa on startun and when the last session is closed
Open Winscp
Ss
Eﬁg Login - x
B New site Session
File protocol:
SFTP i
Host name: Port number:
- 22 2
User name: Password:
root
Save - Advanced... v
Tools -

Manage - ELogin |v Close Help

B show Login dialog on startup and when the last session is closed

Give your VPS ip address in Host name and User name as root and click on Advanced drop
down symbol



Advanced Site Settings

Environment

(]
=]
=
=
[}
[}
=3
Q
=1

SSH
----- Key exchange
----- Authentication

Color

[_] Bypass authentication entirely

Authentication options

Attempt authentication using Pageant

Attempt ‘keyboard-interactive’ authentication
Respond with a password to the first prompt

Authentication parameters

(] Allow agent forwarding

Private key file:
t:\Users\saket\OneDrive\Desktop\lonos—Mainnet\id_rsa.ppk

Display Public Key Tools hd

Certificate to use with the private key:

GSSAPI
Attempt GSSAPI authentication
[ ] Allow GSSAPI credential delegation

Cancel Help

Click on Authentication and browse the private key file(id_rsa) which is saved in your local

computer and click on OK

ﬁ‘ Login

'_; New Site

Tools -

— >
Session
File protocol:
SFTP ~
Host name: Port number:
22 =
User name: Password:
root
Save IVI Advanced... hd
- Login - Close Help

Show Login dialog on startup and when the last session is closed

Click on Save



E Login

— X
[ New Site Session
File protocol:
_|SFTP hodl|
Save session as site ? X Port number:
Site name: 2.,
root@. o
- Advanced.. |w
Save password (not recommended)
[C] Create desktop shortcut
Tools b Manage v Login |v Close Help
@ Show Loagin dialoa on startup and when the last session is closed
Give folder name of your choice. | have given lonos-Mainnet
ﬂ Login - X
B New Site Session
I lonos-Mainnet File protocol:
| root@e - SFTP
Host name: Port number:
- : 22
User name: Password:
root
Edit Advanced.. |=*
Toaols hd Manage hd [ Login |VI Close Help

@ show Login dialog on startup and when the last session is closed

You can see in the left as above. Now click on Login



Warning ? X

Continue connecting to an unknown server and add
its host key to a cache?

The host key is not cached for this server:
- lport22)

You have no guarantee that the server is the computer you think it is.

The ssh-ed25519 key fingerprint is:
ssh-ed25519 255 OneHmZgWfITeNY+CNORRage/ZhxgGgMNMBXsnQzvMLHC

If you trust this host, select Accept to add the key to WinSCP's cache and carry on
connecting.

If you want to carry on connecting just once, without adding the key to the cache,
select Connect Once.

If you do not trust this host, select Cancel to abandon the connection.

Copy key fingerprints to clipboard

Accept ‘vl Cancel Help

Click on Accept

Key passphrase — lonos-Mainnet/root@ o X
> Searching for host...
4 Connecting to host...
Authenticating...
Using username "root”.

Authenticating with public key "rsa-key-20250405".

Passphrase for key ‘rsa-key-20250405"

OK Cancel Help

Give Passphrase and click OK




ﬁ lonos-Mainnet - lonos-Mainnet/root@65.38.99.16 — WinSCP - m] X

Local Mark Files Commands Tabs Options Remote Help

El r:, 2 Synchronize ‘:’ @ Queue ~ - Transfer Settings Default MG R

! lonos-Mainnet/root@( ;% !-i NewTab ~

[l Desktop ~ [ = - 3 /I\G " v root '.dvv ta [ /.\G FindFiIes h v

 New~ “ New~

CA\Users\saket\OneDrive\Desktop\lonos-Mainnety Jroot/

Name - Size Type Changed Name - Size Changed Rights Owner

i Parent directory 05-04-2025 20:38:10 T 05-04-2025 05:25:21 TWXT-XT-X root

E id_rsa.ppk 3 KB PUTTY Private Key ..  05-04-2025 19:35:09

|J id_rsa.pub 1KB PUB File 05-04-2025 19:35:27

s sri-intnet.p12 2 KB Personal Informati..  06-07-2023 20:08:20

}Bof458KBin0of 3 0Bof0BIn0of0 8 hidder
SFTP-3 ' 0:14:56

Left side pane shows folders of your local computer, right side shows the directories of your
VPS. Drag and drop your p12 file if you are rebuilding your node with existing p12 file.

T, lonos-Mainnet — lonos-Mainnet/root@65.38.89.16 — WinSCP - [m] x
Local Mark Files Commands Tabs Options Remote Help
[+B] BT [ 2 synchronize 6‘ I (=5 Queue - - Transfer Settings Default A A
! lonos-Mainnet/root@ x !-i New Tab ~
Ml Deskiop - & - = W B R raot - B -7 - i fa T 3 | B Find Files =
[ Upload - [Jf Edit ~ X ] [ Properties ~ | [ New - 7 New
Z\Users\saket\OneDrive\Desktop\lonos-Mainnet\ Jfroot/
Name - Size Type Changed Name - Size Changed Rights Owner
Parent directory 05-04-2025 20:38:10 < 05-04-2025 05:25:21 TWXT-XF-X root
3 KB PuTTY Private Key ...  05-04-2025 19:35:09 2 KB 06-07-2023 20:08:20 W-r--r-- root
1KB PUB File 05-04-2025 19:35:27
2 KB Personal Informati.. 06-07-2023 20:08:20
'Bof 458 KB in 0 of 3 0B of 1.00 KB in 0 of 1 8 hidder
SFTP-3 ' 0:00:51

Copied p12 file from local computer to /root/ directory on VPS



Step 8: Install nodectl

You can get the latest release of nodectl from
https://github.com/StardustCollective/nodectl/releases

root@ubuntu: ~ - O X

n/stardustcollectlve/nodectl/releases/download/vZ 16.0/nodectl xB86 64 2404 -p /
sr/local/bin -0 /usr/local/bin/nodectl; sudo chmod +x /usr/local/bin/nodectl; s
1o nodectl -w

Copy the latest nodectl from the above link and run on putty

22 root@ubuntu: — — O >

Nodectl installed


https://github.com/StardustCollective/nodectl/releases

Step 9: Install tessellation

Command to install tessellation: sudo nodectl install

root@ubuntu: — a X

4

Select node type

root@ubuntu: ~ — a X

all the
allows for a




Givey

@ root@ubuntu: ~

Select your choice



§ root@ubuntu: ~

ELLATION NETW
LL

HYPERGRAFH or METAGRAPH

If you are rebuilding your node with existing p12 file, It will show as above. Else this is not

shown

Enter nodeadmin password of your choice with minimum 10 characters



If you are installing node for first time, please give a p12 passphrase of your choice.

If you are installing node with an already existing p12 file, give the same passphrase as
previous one

SEED,LIST REQUEST *

After installation completes, you will find this screen. Copy the NODE ID and give it to your

Team Lead if you have built node for the first time



Step 10: Accessing the server after installation of tessellation

After installation of tessellation, root access will be disabled. We can access the node only
with nodeadmin

B PuTTY Configuration 7 >
Category:

T--S_ession Data to send to the server

i i.Logging A A

%--Terminal Login details

H Keyboard Auto-login username nodeadmin|

- Bell When username is not specified:

- Features © Prompt () Use system username (saket)

—-Window P ot ¥

i -Appearance Terminal details

Behaviour

- Translation Terminaltype string xterm

-Selection

- Colours

—-Connection
Data

- Proxy Wariable Add

Terminal speeds 38400.38400

Environment variables
- Serial Value Remove

Rlogin
- SUPDUP

About Help | Open | Cancel

Got to putty and change the Auto-login username to nodeadmin, Click on session and save
it. Login to the server.

Z® 65.38.99.16 - PuTTY

After logging in to the server, do security updates with the nodectl command “sudo nodectl
upgrade_vps —ni”



&P 65.38.99.16 - PuTTY = o

| Configuring openssh-server
A new version (/tmp/tmp.zUq9lsjthK) of configuration file /etc/ssh/sshd config is available, but the version installed currently has been locally modified.

What do you want to do about modified configuration file sshd_config?

install the package maintainer's version
keep th a \ currently installed

show the differences between the versions

show a side-by-side difference between the versions
show a 3-way difference between available versions
do a 3-way merge between available versions

start a new shell to examine the situation

<0k>

While the security updates are running, if this screen pops up, then press <Tab> key on your
laptop, so that <Ok> will be highlighted on the screen, then press <ENTER>

PUTTY Fatal Error

0 Remote side unexpectecly desed netwerk connection

When security updates complete, sometimes it will reboot the server if needed. You can see
this screen. The session gets disconnected. Wait for 2-3 mins and login back using Putty.



Step 11: Run Starchiver script to download all the snapshots and do a restart to join the
cluster

Login back to the server from putty

2P 65.38.99.16 - PuTTY

Command: sudo nodectl execute_starchiver -p dag-10 —restart
- The session should be connected until the execution of this script completes

- After execution of the above script, all the snapshots will be downloaded and the node gets
restarted to join the cluster. LO will initially go to DownloadInProgress state followed by
Ready state on LO and L1

- Check the status after few mins using the command sudo nodectl status , the node should
show Ready/Ready state

lcdb. . .426251a8

If L1 is in ReadytoJoin state, issue the command sudo nodectl join -p dag-I1 on the terminal



Congratulations!!!

You can always refer the constellation docs for
granular level information on running a node
created by our one and only great Netmet
https://docs.constellationnetwork.io/run-a-node



https://docs.constellationnetwork.io/run-a-node

